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GDPR fines imposed
since May 2018
Top Ranking 
Countries

Fines (€mil)

France 51m

Germany 24.5m

Austria 18m

Data breaches notified to 
regulators since May 2018
Top Ranking 
Countries

Breach
notifications

Netherlands 40,647

Germany 37,636

UK 22,181

Daily rate of breach
notifications

Daily breach
notifications

May 2018 - Jan 
2019

247

Jan 2019 - Jan 
2020

278

€ £

Did you know?

Since the General Data Protection Regulation (GDPR) came into force on 25th May 2018, there have been 
more than 160,000 data breach notifications reported across the 27 European Union Member States.*

According to DLA Piper’s latest GDPR Data Breach Survey, data protection regulators have imposed 
€102.5 million in fines under the GDPR regime for a wide range of GDPR infringements, not just for data 
breach.*

France, Germany and Austria top the rankings for the total value of GDPR fines imposed; whereas the 
Netherlands, Germany and the UK topped the table for the number of data breaches notified to regulators. 
Moreover, the daily rate of breach notifications also increased by 12.6% in the past two years (see below).*

Encrypted portable storage solutions

All of this makes it more important than ever to ensure that critical and sensitive information is protected 
properly. One way in which companies are advised to process personal data securely is by having an 
encryption policy, including encryption solutions.

At Verbatim, we are committed to helping customers keep their data safe – and supporting businesses 
with encrypted products to adhere with GDPR. We offer a wide range of portable storage devices that 
are protected by the AES 256-bit encryption system which has never been cracked. The devices, be 
they  HDDs, SSDs, USB drives or HDD enclosures are protected by keypads, fingerprint recognisers or 
conventional computer password entry. As long as the passwords (or fingers) cannot be accessed by the 
wrong people, the stored data is secure.

Keep your data safe and secure with Verbatim!

Source: *https://www.techcentral.ie/ireland-ranks-second-in-europe-for-gdpr-complaints/?utm_source=TechCentral+newsletter&utm_cam-
paign=390be2d17a-EMAIL_CAMPAIGN_2020_01_20_05_14&utm_medium=email&utm_term=0_4cee4406f1-390be2d17a-212695905

GDPR &
Encrypted Storage

Watch 
video
here

https://www.techcentral.ie/ireland-ranks-second-in-europe-for-gdpr-complaints/?utm_source=TechCentra
https://www.techcentral.ie/ireland-ranks-second-in-europe-for-gdpr-complaints/?utm_source=TechCentra
https://www.youtube.com/watch?v=2GhNVrS44Jg


Encrypted Storage Solutions

Encrypted, 
affordable & 

secure

Store 'n' Go Secure Portable HDD/SSD
with Keypad Access

Our large capacity hard drives or fast performing SSD 
deliver 256-bit AES hardware encryption to protect your 
precious data on the move.

• Built-in keypad for passcode input
• USB 3.1 Gen 1 with Type-CTM connector
• Can be used with TVs (feature not possible with 

regular encrypted hard drives)
• Nero Backup Software included (compatible with 

Windows only)
• Hack resistant password entry - erases data after 20 

failed attempts
• Does not store passwords in the computer or 

system's volatile memory making it far more secure 
than software encryption

Available in HDD: 1TB (53401) & 2TB (53403)
Available in SSD: 256GB (54302)

Secure Pro USB Drive 3.0

The Secure Pro delivers premium 256-bit AES 
hardware security encryption and integrated password 
protection on a USB drive, keeping your confidential 
data protected.

• Up to 12 digit passcode
• Preloaded with an intuitive autorun security 

application
• Password hashing algorithm
• Hack resistant password entry - erases data after 

10 failed attempts

Available in 16GB (98664) & 32GB (98665)

Fingerprint Secure Hard Drive

• USB-C™ portable hard drive with integrated 
fingerpint scanner

• Access using fingerprint from authorised user
• AES 256-bit hardware security encryption
• Up to eight authorised fingerprint users and one 

administrator (via password)
• Store and carry confidential data while being 

protected from loss or hacking
• USB-C™ to USB-A cable and USB-C™ adapter
• Nero Backup Software included

Available in: 1TB (53650) & 2TB (53651)
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Encrypted Storage Solutions
Secure Portable USB Drive with
Keypad Access

The Keypad Secure delivers premium 256-bit AES 
hardware security encryption and integrated password 
protection on a USB drive, keeping your confidential data 
protected.

• Built-in keypad for secure passcode input
• 100% mandatory 256-bit AES hardware encryption 

of data
• Erases data after 20 failed entry attempts
• Compatible with PC & MAC operating systems
• Comes with NERO backup software

Available with Type-A connector: 
32GB (49427), 64GB (49428), 128GB (49429) 
and with Type-CTM connector: 
32GB (49430), 64GB (49431), 128GB (49432) 

Fingerprint Secure USB Drive

The sleek aluminium USB 3.0 drive with fingerprint 
scanner delivers 256-bit AES hardware encryption to 
keep your precious data secured on the move.

• Sleek aluminium USB 3.0 drive with integrated 
fingerprint scanner

• Access using the fingerprint from an
• authorised user
• 100% mandatory 256-bit AES hardware 

encryption of data
• Up to five authorised users and one adminstrator.
• Measures 40mm x 17.5mm x 8.5mm

Available in: 32GB (49337), 64GB (49338) &
128GB (49339)

Secure Desktop HDD Enclosure Kit with
Keypad Access

The kit contains everything you need to convert a standard 
3.5" internal SATA hard drive into your very own encrypted 
external hard drive.

• 256-bit AES Hardware Encryption
• USB-C™ to USB-A connection
• 3.5’’ hard drive enclosure
• Fits any standard 3.5’’ internal SATA hard drive
• Easy installation, no advanced technical knowledge 

required

Part number: 53405

Important 
data

secured


